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INTRODUCTION 
Forgery is when someone creates or alters a 
document, signature, item of value, or other type 
of object without permission in order to deceive 
others. It is an act of fraud and is considered a 
white-collar crime. The purpose of forgery is 
usually financial gain, but it may be done to 
influence one person’s opinion, deceive another, 
or simply to cause harm. 

Computer forgery crimes are one of the most 
important and challenging issues in today’s 
digital world. Given the rapid development of 
information and communication technology, the 
form and nature of crimes, especially forgery, 
have undergone fundamental changes [1]. 
Computer forgery, as a type of forgery, refers to 
the creation or alteration of electronic data with 
the aim of deceiving others and gaining illegal 
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gain [2]. In the Iranian legal system, the Islamic 
Penal Code of 1996 and the Computer Crimes 
Law of 2009 specifically examine and define these 
crimes. Article 6 of the Computer Crimes Law 
clearly refers to the alteration of reliable data and 
interference in data processing, and specific 
penalties are provided for it [3]. 
In contrast, the Iraqi legal system also faces 
similar challenges in the field of computer 
forgery. The laws of this country have also 
addressed the category of forgery and crimes 
related to information technology and, given 
specific cultural and social considerations, 
propose different legal approaches [4]. According 
to Article 29 of the Iraqi Cybercrimes Law, any 
fraudulent act in the field of electronic 
information will be subject to penalties including 
imprisonment and fines [5]. This contrast in 
approaches and laws, especially in the two 
neighboring countries, makes the present study 
necessary to compare computer forgery crimes in 
these two legal systems. 
In view of the above, the purpose of the present 
study is to examine the ethical dimensions of 
forgery and to conduct a comparative analysis of 
computer forgery and traditional forgery in the 
laws of Iran and Iraq. By comparative 
examination of computer counterfeiting crimes 
in Iran and Iraq, a better understanding of the 
legal structure, shortcomings, and challenges in 
each of these systems can be achieved. 
 
MATERIAL AND METHODS 
This is a review article that used reliable sources 
and international scientific articles in the field of 
ethical consideration of forgery and comparative 
analysis of computer forgery and traditional 
forgery. 
 
DISCUSSION 
Historical Course and Ethical and Islamic 
Aspects of the Crime of Forgery 

Since the advent of writing and the beginning of 
the use of writing to convey intentions and 
thoughts, distortion and change in lines and 
words have been recognized as an immoral, 
undesirable and criminal act. In a way, this issue 
has been mentioned in the Code of Hammurabi, 
which is the oldest code of human law. Also, in 
Roman law, the term "falsum" was used to refer to 
forgery. In the old French legal system, forgery 
was also used in a broader sense and referred to 
any type of fraudulent act whose purpose was to 
hide the truth and deceive others [6]. 
In Islamic law, forgery is recognized as one of the 
examples of penal crimes, and the Holy Quran 
has also condemned this act and included it 
among the sins. For example, in Surah Al-
Baqarah it is stated: "So whoever substitutes what 
is not heard, his sin is upon those whom he 
substitutes. Indeed, Allah is Hearing, Knowing." 
Forgery and forgery have been discussed in 
jurisprudential texts. For example, Sheikh Tusi 
states that whoever takes people’s property 
through deceit, fraud, and forgery in writings is 
liable to be punished and disciplined, and he must 
return what he has taken in full, and it is right for 
the ruler to punish him publicly so that others will 
learn a lesson and not engage in such immoral 
acts in the future [7]. 
Some other jurists have considered forgery and 
the use of a forged document to be immoral and 
un-Islamic and have issued fatwas for it. For 
example, Mohaghegh Ardabili states: The 
popular theory among Imamiyeh jurists is that a 
document is not valid, meaning that it cannot be 
ruled on as authentic because there is a possibility 
of forgery and forgery in it. Of course, in the case 
of forgery, since the property is taken without a 
battle, the battle ruling does not apply and ta’zir 
is imposed. Shahid Sani states that three groups 
are not subject to the punishment of being cut off: 

1. The embezzler 
2. The inventor 
3. The forger [8] 
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Computer Forgery 
The historical evolution of computer crimes from 
the invention of the computer to the early 2000s 
can be divided into three generations. The first 
generation, which was prevalent until the late 
1980s, was known as computer crimes. These 
crimes mostly included theft, copying of 
programs, and invasion of the privacy of 
computer users. With the expansion of 
technology and international communications in 
the 1990s, the second generation of crimes 
became known as data crimes. During this 
period, crimes related to information technology, 
satellite communications, and international 
networks were defined as data crimes. In the mid-
1990s, with the development of international 
networks and satellite communications, the third 
generation of computer crimes emerged as cyber 
or virtual crimes. The history of these crimes, 
based on the global development and 
developments in information technology, dates 
back to the 1960s, when the first cases referred to 
as "computer crimes" were reflected in the press 
and scientific publications of that era. These 
included espionage, computer sabotage, and 
illegal abuse of computer systems. Since the mid-
1970s, empirical studies on computer crimes 
began, and in the 1990s, with the rapid growth of 
computer technology and the Internet, these 
crimes took on new forms and dimensions. In 
addition to well-known crimes, new crimes such 
as Internet password smuggling and multimedia 
crimes also emerged during this period. Today, 
transnational activities in the field of computer 
and Internet crimes have assumed broader 
dimensions and are constantly increasing [9]. 
Given that the use of computers in Iran has been 
limited since its introduction in 1962 until the 
1990s, computer crimes do not have much 
history in our country. If any crimes have 
occurred during this period, no reports have been 
published. The occurrence of computer crimes in 
Iran began gradually in the 1990s, but there are 

no accurate statistics on this matter. 
Unauthorized use of computers to commit 
traditional crimes, the spread of viruses, and 
financial abuse were among the crimes that 
occurred on a small scale in the 1990s and were 
dealt with by conventional criminal laws. From 
the second half of the 1990s, especially with the 
beginning of the 2000s and the increase in the use 
of personal computers in private organizations 
and institutions and greater access to Internet 
services, the commission of computer crimes also 
increased sharply. Publishing immoral images 
and content, creating ethnic and racial divisions, 
publishing confidential documents, and literary 
theft were among the crimes that occurred after 
wider access to the Internet. The first legal 
response in Iran to some of these crimes appeared 
in the 1990 Press Reform Law, which was 
approved by the Guardian Council that same 
year. The second legal action was the 1990 Law on 
the Protection of the Rights of Computer 
Software Creators. Subsequently, the Armed 
Forces Crimes Punishment Law was passed in 
2003, which criminalized the falsification of 
information and the misuse of computer data by 
the military. Finally, in 2009, the Computer 
Crimes Law was passed [10]. 
 

New Ethical and Legal Challenges in the Digital 
Age 
Cybercrime and digital security: With the 
expansion of the Internet and cyberspace, new 
crimes such as hacking, data theft, phishing, and 
ransomware attacks have increased dramatically. 
Legal systems in different countries are faced with 
these crimes and must provide solutions to 
combat these types of crimes and protect data 
security [11]. 
Privacy and personal data: Maintaining privacy 
in the digital world has become one of the most 
important legal challenges. With the widespread 
collection and use of user data by large 
technology companies, issues such as user 
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consent, the right to be forgotten, and the 
responsibility for data protection have become 
particularly important [12]. 
Intellectual property and digital rights: New 
technologies have led to new challenges in the 
field of intellectual property. Questions have been 
raised about the ownership of content generated 
by artificial intelligence, copyright infringement 
in the online space, and how to protect digital 
works [13]. 
Artificial Intelligence and Liability: The use of 
AI in decision-making (such as self-driving cars, 
medical algorithms, and judicial systems) raises 
new issues of liability in the event of errors or 
damages. Determining who is liable in these cases 
is a major legal challenge [14]. 
Cryptocurrencies and Blockchain: The 
emergence of cryptocurrencies such as Bitcoin 
and blockchain-based technologies has raised 
many legal challenges in the areas of regulation, 
money laundering, financial crimes, and property 
rights [15]. 
E-commerce and Online Contracts: With the 
increase in e-commerce and online transactions, 
traditional contract laws have lost their 
effectiveness in some cases. This requires a review 
of regulations and the creation of laws that can 
protect the rights of customers and sellers in the 
online environment [16]. 
Virtual and Augmented Reality: These 
technologies have also led to new legal challenges, 
including in the areas of intellectual property, 
privacy protection, and liabilities arising from the 
use of these technologies [17]. 
Labor and human rights in the digital space: 
With the emergence of freelance and remote 
working platforms, new challenges have arisen in 
the field of labor rights. Issues related to 
contracts, the rights of digital workers, and the 
guarantee of their social rights have not yet been 
fully clarified [18]. 

These challenges require a review of existing laws 
and the development of new regulations to keep 
pace with the pace of technological change. 
 

Aspects of Difference between Material and 
Spiritual Forgery 
According to the sum of the above-mentioned 
matters regarding material and spiritual forgery, 
their distinctions and differences can be briefly 
stated as follows [19]: 
a) Spiritual forgery occurs simultaneously and 

during the preparation of the writing or 
document, while material forgery occurs after 
the issuance of the document or document. 

b) In spiritual forgery, no change is made in the 
material and body of the document or 
document, and therefore it does not leave a 
physical and tangible mark on the appearance 
of the document or document, while in 
material forgery, this is the opposite. 

c) The heart of the truth in spiritual forgery 
appears in the form of changing and distorting 
the meaning and concept of the content of the 
document or document, while in material 
forgery, this occurs in addition to changing the 
concept or existing situation in the form of 
changing and distorting the letters, numbers, 
words and phrases contained therein, and 
ultimately the material and body of the 
document or document. 

d) Spiritual forgery often occurs in official 
documents in a specific sense, but material 
forgery may occur routinely in any writing, 
whether official or unofficial. 

e) The variety of examples of material forgery 
and the number of crimes committed and 
cases filed in this field in the judicial system are 
greater than spiritual forgery. 

 

Methods of the Heart of Truth in Computer 
Forgery 
The heart of truth, in both material and 
substantive dimensions, is the most important 
component of the material element of this crime. 
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It means changing and distorting reality in such a 
way as to violate a right or prove an injustice. This 
act may be carried out noticeably through a 
material act on the message data, such as when a 
false message data is created or existing message 
data is accompanied by fundamental changes 
through actions such as insertion, deletion, and 
stopping, thereby materially forging a message 
data that has financial and evidentiary value. Or 
the perpetrator's act may be carried out without 
any external effects, in such a way that no change 
is made in the appearance of the message data and 
a material distortion occurs. In this case, its 
contents and conditions are distorted and 
something false, correct, or the opposite is made 
to appear to be correct. For example, if tax 
officials or officials in charge of official offices 
commit forgery while performing their duties in 
entering information related to data messages 
and enter and process false information in the 
text of data messages that they are legally required 
to create or delete part of the existing facts and 
remove the data from the processing path, they 
will thereby violate a right or prove injustice. In 
such cases, the act of committing forgery is 
considered material and will be subject to 
punishment. 
Therefore, although the legislator has used the 
general term forgery in relation to computer 
forgery and has not distinguished between 
material and moral forgery, as stated above, 
computer forgery may also be committed in both 
material and moral ways [3]. 
 

Elements of Computer Forgery 
The legal element of this crime is stated in Article 
6 of the Computer Crimes Law, approved on 
2009/03/05, which states: “Anyone who commits 
the following acts without authorization shall be 
considered a forger and shall be sentenced to 
imprisonment for one to five years or a fine of 
twenty to one hundred million rials, or both. (a) 
Changing credentialed data or fraudulently 
creating or entering data. (b) Changing data or 

symbols on memory cards or processable in 
computer or telecommunications systems or 
chips or fraudulently creating or entering data or 
symbols into them. 
Before the adoption of the Computer Crimes 
Law, Article 68 of the Electronic Commerce Law 
was active in this regard. This article states: 
“Anyone who, in the context of electronic 
exchanges, enters, changes, erases, and stops 
message data, interferes with the processing of 
message data and computer systems, or uses tools 
applied to cryptographic systems to produce a 
signature - such as a private key without the 
signatory’s authorization, or produces a signature 
that has no record of registration in the electronic 
document registry, or does not match the name 
of the holder in the aforementioned list, or 
obtains a forged certificate, etc. - shall be 
considered a forger and sentenced to 
imprisonment for one to three years and a fine of 
fifty million rials [20]. 
Article 56 of the Computer Crimes Law states 
that laws and regulations that contradict this law 
will be repealed. In the initial version of this law, 
it was specifically stated that Articles 67 and 68 of 
the Electronic Commerce Law on computer fraud 
and forgery were repealed. However, the final text 
was limited to the general version of Article 56, 
and this action caused the validity of Articles 67 
and 68 of the Electronic Commerce Law to be 
discussed and disputed among scholars. Some 
believe that Article 68 has been repealed because 
it covers virtually all computer counterfeiting, 
while others believe that Article 68 of the 
Electronic Commerce Law regarding computer 
counterfeiting in the context of electronic 
transactions remains in force and Article 6 of the 
Computer Crimes Law has not repealed the above 
article. 
Also, the Cybercrime Convention and the 
Council of Europe Minimum List have also 
defined computer counterfeiting. The 
Cybercrime Convention states in its Article 7: 
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“Each State Party shall adopt such legislative and 
non-legislative measures as may be necessary to 
establish as criminal offences under its domestic 
law. 
When acts such as entering, altering, deleting and 
blocking computer data are committed 
intentionally and without right, resulting in the 
creation of incorrect data, with the intention that 
they be interfered with or used in the same way as 
correct data for lawful purposes; Regardless of 
whether the data is directly readable and 
understandable, a State Party may require 
fraudulent intent or similar improper intent 
before criminal liability can be established [21]. 
The definition of the Council of Europe's 
minimum list is as follows: "Computer forgery, 
the entry, alteration, erasure or suspension of 
computer data or computer programs or any 
other intervention in the processing of data in a 
manner or under conditions described in 
national law, constitutes the crime of forgery, 
provided that it is committed with regard to the 
customary purpose of such a crime."  
It should be noted that the first legal text that paid 
attention to the commission of computer crimes 
in our country was the Law on the Punishment of 
Crimes by the Armed Forces, approved on 
29/10/2003. Article 131 of this law stipulates that 
any unauthorized change or deletion of 
information, addition, submission or delay of 
date from the actual date, etc., carried out by 
military personnel in computer systems and 
related software, as well as actions such as 
submitting classified computer information to 
the enemy or individuals who do not have the 
authority to access that information, 
unauthorized disclosure of information, theft of 
objects of informational value such as disks or 
diskettes containing information or their 
destruction, or financial abuse committed by 
military personnel using computers, are 
considered crimes and are subject to the penalties 
set forth in the relevant articles of this law, as the 

case may be. Although Article 131 does not 
distinguish between types of computer crimes, in 
any case, changing or deleting information, 
addition, submission or delay of date from the 
actual date, etc. include computer forgery and 
financial abuse related to computer fraud. 
 

Comparing the outcome of a crime in computer 
forgery with traditional forgery 
The issue of harm in traditional forgery is a 
complex issue that has different opinions about it, 
and these differences of opinion have led to the 
emergence of various theories in this field. In this 
section, we intend to analyze the result of the 
crime by examining the different opinions of 
jurists and the issued opinions in order to take a 
small step towards clarifying this issue. 
First, we will provide a brief definition of harm 
and then we will discuss its role in the crime of 
forgery. In fact, harm in forgery means harm to 
public trust in the credibility and value of 
documents. For the crime of forgery to be 
committed, harm must be to the public and the 
realization of harm in itself is not a condition 
[22]. Therefore, whenever there is a possibility of 
harm, the crime of forgery will be prosecuted, 
because judicial practice has concluded that 
forgery is punishable in itself, regardless of the 
result it produces [23]. 
The result of the crime of forgery means "the 
possibility of harm to another"; Therefore, if a 
person commits one of the instances of this 
crime, then it can be said that the crime of forgery 
has been committed if, due to this act, actual 
harm has been caused to a person or the act of the 
forger potentially contains harm to him. On the 
other hand, if there is no potential harm, the 
crime of forgery will not be committed [24]. One 
of the law professors has stated regarding the 
importance of the element of harm in the 
realization of the crime of classical forgery: “One 
of the elements of the crime of forgery is the 
possibility of harm; therefore, if the change of the 
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truth in a document or writing does not have the 
ability to cause harm to another, it is not 
considered a crime” [23]. 
Also, another professor has stated regarding the 
basis of the element of harm in the crime of 
forgery: “The basis of the element of harm is 
present in the law, but it is not explicitly and 
directly stated, and legal doctrine has extracted 
this concept from the law over time” [22]. At least 
potential harm is necessary for the realization of 
the crime of forgery, and there must be a causal 
relationship between it and the material act in the 
crime of forgery [25]. The Supreme Court has 
stated in one of its decisions that “immediate 
harm is not a condition for the commission of the 
crime (forgery), but the act of forgery, even if it 
potentially involves harm in the future, is 
included in the cases of forgery. Therefore, the 
intentional destruction of a forged document will 
not generally prevent the prosecution of the 
crime” [23]. If actual harm were required for the 
commission of the crime of forgery, this act 
should never have been considered a crime, 
because no harm is caused to anyone by 
committing forgery, but rather it is the 
subsequent use of the forged document that 
causes harm [25]. What has been mentioned 
above regarding the element of harm, both 
potential and actual, is the prevailing opinion of 
the country’s jurists. 
In traditional forgery, unlike computer forgery, 
the legislator has considered differences in the 
amount of punishment based on the status of a 
government employee or non-employee. This is 
while in the Computer Crimes Law, Article 7 of 
this law, by using the phrase "everyone", includes 
all real people and does not make any distinction 
between ordinary people and government 
employees. 
In the use of a forged document, as in traditional 
forgery, the person's position has an effect on 
determining the amount of punishment, but in 
the use of fake data, as explained, based on Article 

7 of the Computer Crimes Law, due to the 
mention of the phrase "everyone", the person's 
position will not have an effect on the amount of 
punishment. 
Forgery is not only a material crime, but also 
requires a psychological element; so that without 
establishing this element, it is not possible to 
prosecute the perpetrator. For this reason, the 
Penal Code has added the clause "with the 
intention of fraud" at the end of Article 523, 
which describes the instances of forgery. For the 
mental element of the crime of forgery to be 
fulfilled, the first condition is that there must be 
an intention to make or change. Therefore, if a 
person commits these acts while asleep, under the 
influence of drugs, or in a state of madness, he will 
lack general bad faith. On the other hand, the 
perpetrator must have the intention to deceive 
others so that what is forged is accepted as the 
original and thereby causes harm. For this reason, 
the presence of an intention to cause harm is also 
mandatory. At the end of Article 523, it is stated 
that the intention to deceive also includes the 
intention to harm. Therefore, if the forger does 
not intend to harm or deceive, the crime of 
forgery will not be fulfilled. 
The perpetrator's awareness of the matter is also 
important in classic forgery. This means that if a 
person makes a change in a document and is 
aware of his authority, but it is later determined 
that he did not have such authority, the crime of 
forgery is not fulfilled. 
In the use of a forged document, the mental 
element depends on the intention and free will of 
the perpetrator in using it. Unlike the use of 
forged data, in the case of a forged document, the 
existence of ultimate intent and specific malice is 
mandatory, and the person must intend to cause 
harm, whether material or moral, to a natural or 
legal person; of course, this specific malice or 
intent to harm is hidden in the general malice. 
In traditional forgery, the motive does not affect 
the nature of the crime and can only lead to a 
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reduction in punishment in some circumstances. 
In comparing the moral element of traditional 
and computer forgery, it should be said that in 
traditional forgery, the legislator has clearly 
specified the specific malice and the moral 
element of forgery by mentioning the clause "with 
the intention of fraud", while in computer 
forgery, after mentioning the clause of reliance, 
the word "fraudulent" has been included at the 
end of paragraphs a and b of Article 734 of the 
Criminal Procedure Code. This word does not 
specify whether it expresses specific malice or 
refers to the material element, and removing this 
clause seems more useful, because the existence 
of the clause of reliance alone is sufficient and 
adding another clause under the title of 
fraudulent increases the existing ambiguities. 
 

Comparison of counterfeiting law in Iranian 
and Iraqi law 
The Iraqi legislature, under the title “Chapter 
Five: Crimes that Violate General 
Conscientiousness,” has dedicated the first 
chapter to the imitation and counterfeiting of 
seals, signs, and stamps, the second chapter to the 
manipulation of money and financial papers, and 
the third chapter to the counterfeiting of 
documents and writings. In this division, the 
Iraqi legislature has collected all forms of 
counterfeiting in three chapters from Articles 137 
to 171 and has mentioned the penalties related to 
different types of counterfeiting in these same 
sections. In contrast, the Iranian legislature has 
adopted a different approach. On the one hand, it 
has mentioned the crimes of counterfeiting not 
only in the Islamic Penal Code but also in other 
laws, and on the other hand, unlike the Iraqi 
legislature, it has not divided the crimes of 
counterfeiting into multiple laws [27]. This 
approach of the Iranian legislature makes it 
difficult to compare and contrast the two legal 
systems. In fact, the Iranian legislature has 
combined the crimes that are mentioned 

separately and in two chapters in the Iraqi law 
into a single article and has considered the same 
punishment for them. Therefore, if we want to 
proceed according to the order of Iraqi law. 
The Iraqi legislator has divided this section into 
four types under the title of forgery of documents. 
The first type includes articles 181 and 187, which 
define forgery and the methods of committing it. 
The second type is dedicated to forgery of official 
documents and this issue is addressed in three 
articles 188 to 133. The third type refers to 
specific cases of the crime of forgery in writings, 
and the fourth type in articles 131 to 138 deals 
with forgery in ordinary documents. Therefore, 
the contents of this section will be examined in 
two topics: 
According to article 188 of the Iraqi Penal Code, 
an official document refers to a document that is 
drawn up by a government official or a public 
service official according to existing documents 
or statements of people related to the subject and 
in compliance with legal conditions and within 
the limits of the official's authority. Based on the 
definition of Iraqi jurists, this definition seems 
broad, so some of them have added restrictions to 
this definition to make it more practical. These 
jurists believe that an official document must be 
prepared by a public service official and that the 
legal and local jurisdictional conditions must be 
observed in preparing it. After defining an official 
document, the Iraqi legislator states that any 
document that does not meet these conditions 
will be considered an ordinary document. The 
penalty for forgery of official documents is 
between one and fifteen years in prison according 
to Articles 183 and 133. According to Article 183, 
if a specific crime is not assigned to the 
perpetrator, the penalty will be between one and 
fifteen years in prison. In Article 133, if a 
government official prepares a document 
incorrectly or enters false information into the 
document, the penalty is between five and fifteen 
years in prison [28]. In Iranian law, according to 
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Article 1284 of the Civil Code, “a document is any 
writing that can be relied on in a lawsuit or 
defense.” Also, according to Article 1287, an 
official document refers to a writing that has been 
prepared in the Department of Registration of 
Documents and Real Estate or Notaries or with 
government officials and within the limits of their 
jurisdiction in accordance with legal regulations. 
Unlike the Iraqi legislature, which directly 
addresses forgery of official documents, the 
Iranian legislature has devoted Articles 111 to 116 
of Book Five of the Islamic Penal Code to various 
types of forgery of writings, documents, seals, and 
certificates. 
This difference in approach makes it difficult to 
compare the two laws, as the Iraqi legislature has 
included general provisions on forgery of official 
documents in one section, while the Iranian 
legislature has stated these provisions in various 
and scattered articles. Therefore, in this section, 
we will first examine forgery of official 
documents in Iraq and then conduct a similar 
examination in Iranian law [29]. 
According to Article 131 of the Iraqi Penal Code, 
any person who, by using a false name or identity, 
succeeds in obtaining documents such as an 
official license, identification card, general 
election card, or driving and transportation 
license, will be sentenced to a penalty of three 
months to five years in prison and a fine of up to 
three hundred dinars, or both. 
In order for this crime to be committed, the 
aforementioned documents must first be 
obtained by adopting a false name or identity. 
Therefore, if a person succeeds in obtaining these 
documents without using these methods, for 
example by paying a bribe, this act will not fall 
under the crime set forth in this article. In 
addition, the crime is committed when the person 
has obtained one of the documents mentioned in 
the article. If a document other than what is stated 
in the article is obtained by using a false name, 

this act will also not be in accordance with this 
article. 
There is no article similar to this article in the 
Islamic Penal Code of Iran. Of course, Articles 
523 and 526 of this law refer to the crime of 
forgery and fraud by government employees and 
public service officials. According to Article 523, 
“Any employee of government departments, 
judicial authorities, and public service officials 
who commit forgery or falsification in the 
preparation of documents and contracts related 
to their duties, whether by changing the subject 
or content thereof or distorting the words and 
writings of an official, or by making a false order 
appear true or a true order appear false, shall, in 
addition to administrative penalties and 
compensation for damages, be sentenced to 
imprisonment for one to five years or a fine of six 
to thirty million rials.” 
In accordance with Article 526, “Any employee 
and public official who commits forgery in 
official decrees, writings, and documents in the 
performance of their duties shall be sentenced to 
imprisonment for one to five years or a fine of six 
to thirty million rials.” 
A comparison of these two articles shows that the 
material element of these crimes is very similar. 
The difference is that in Article 523, the 
perpetrators of the crime are introduced as 
“employees of government departments and 
judicial authorities and public service officials,” 
but in Article 526, these individuals are known as 
“employees and government officials.” 
Some legal writers see the difference between the 
two articles as being that Article 523 refers to 
government employees and officials in general, 
while Article 526 refers more to employees of the 
country’s judicial systems. However, some other 
writers do not consider this difference correct 
and believe that Article 523 is sufficiently 
complete and that Article 526 is not needed [30]. 
Unlike Iraq, the Iranian legislature has defined 
the crime not only for government employees but 
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also for non-employees. According to Article 527, 
“Persons who are not government employees or 
officials and who commit the crimes mentioned 
in the previous article shall be sentenced to 
imprisonment for a period of six months to three 
years or a fine of three to eighteen million rials.” 
One of the differences between these articles and 
Article 131 of the Iraqi Penal Code is that in 
Article 131, forgery must result in the receipt of 
official documents, but in Articles 523 and 526 of 
the Iranian Code, any type of writing is subject to 
the crime of forgery. Therefore, the scope of the 
crime in Iranian law is broader than in Iraqi law. 
Some Iranian legal writers believe that some of 
the instances mentioned in Article 523 also 
include moral forgery, while others believe that 
all instances of this article include material 
forgery [31]. 
 
CONCLUSION 
Since the advent of writing and the beginning of 
the use of writing to convey intentions and 
thoughts, distortion and alteration of lines and 
words have been recognized as immoral, 
undesirable and criminal. In Islamic law, forgery 
is recognized as one of the examples of Ta’zir 
crimes, and the Holy Quran has also considered 
this act immoral and reprehensible and has 
included it among the sins. 
With the comparative analysis presented 
regarding computer forgery and electronic 
documents in the laws of Iran and Iraq, general 
and practical conclusions can be reached. This 
study showed that both legal systems, despite 
similarities in the main concepts and objectives 
of the laws, have different approaches in 
formulating and implementing regulations 
related to forgery and electronic documents. The 
Iraqi legislator has addressed the crime of forgery 
and fraud in its laws in a more coherent and 
focused manner. In Iraq, the crime of forgery is 
divided into specific chapters and its different 
types are stated more precisely in the legal 

articles. This structure allows researchers, judges, 
and lawyers to more easily access legal 
interpretations and facilitate the process of 
handling cases. 
In contrast, the Iranian legislature has adopted a 
more dispersed approach. The crimes of forgery 
and forgery are mentioned in various laws, 
including the Islamic Penal Code, the Civil Code, 
and other related laws. This dispersion may 
create legal complications and make it difficult to 
compare and contrast with other legal systems. 
Also, the Iranian legislature has in some cases 
defined the scope of criminalization more 
broadly than Iraq; for example, while Iraqi law 
focuses more on official documents, Iranian laws 
have extended the crime of forgery to unofficial 
documents and writings. 
In terms of legal provisions, both countries have 
emphasized the difference between official and 
ordinary documents, but in Iraq this distinction 
is made more carefully and clearly. The definition 
of an official document in Iraqi law includes 
additional requirements, including compliance 
with legal conditions and the competence of the 
issuing officer. This is while Iranian law has a 
simpler approach to defining an official 
document and focuses more on the ability to cite 
documents as a claim or defense. 
One of the notable points in comparing these two 
legal systems is their different approach to the 
crime of forgery by government officials. In Iraq, 
these crimes are defined specifically and with an 
emphasis on the role of government officials, 
while Iranian law is broader in this regard and has 
expanded the scope of criminalization to non-
governmental individuals. Also, Iraqi law 
explicitly addresses the criminal liability of 
officials who enter false information into 
documents, but in Iran, this issue is expressed in 
more general terms and in the form of scattered 
regulations. 
Overall, the findings of this study indicate that 
Iraqi law may be superior to Iran in terms of 
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enforceability in some cases due to its coherence 
and transparency. On the other hand, Iranian 
laws, with their broader criminalization, have 
been able to cover a wider range of crimes, but the 
fragmentation of regulations can create 
challenges in implementing these laws. As a 
result, it seems that a review of the structure of 
Iranian laws and a move towards greater 
coherence can help improve the legal situation in 
this area. This is especially important in the 
context of new crimes such as computer 
counterfeiting, because with the advancement of 
technology and continuous changes in 
cyberspace, the need for clear, transparent, and 
coordinated laws is felt more than ever. 
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